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OBJECTIVES This course introduces students to the challenge of electronic commerce and Business on Internet, 

vulnerabilities and defenses. 

GENERAL 

DESCRIPTION 
The course covers the following topics: 

1. digital signatures and certificates and PKI 

2. smart-cards, biometrics and payment systems 

3. e-commerce security 

4. reglementations in e-commerce 

DESCRIPTION OF  

SEMINARY /  
LABORATORY WORKS 

PGP, cryptographic libraries (BSAFE, Open SSL, MS CAPI/CAPICOM, Cryptolib, Java 

Cryptography), SET (Secure Electronic Transaction), iKP (Internet Keyed Payments), eCash, 

NetCash. Students will also be involved in writing  a Java Card application for a dual digital 

signature under SET. 

TEACHING METHODS On-line and blackboard presentation. 
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conditions  

criteria  

evaluation methods 7 small projects and a final exam. 

EVALUATION 

final result - formula 50% from the projects + 50% from the final exam. 

 


